
Comprehensive Cyber Security Readiness and Protection for Small & Mid-Sized Businesses

Lionfish Cyber Security is regulated by the Office for Career and Technical Schools  
10 N Senate Avenue, Suite SE 308, Indianapolis 46204 - OCTS@dwd.in.gov http://www.in.gov/dwd/2731.htm

ATTENTION  
EMPLOYERS!

Work with Lionfish Cyber Security in partnership with the Hamilton County 
Center for Career Achievement to Secure Motivated, Cyber Security Trained 
Interns to help you for Four-Month Internships!
Why work with Interns? They can help you achieve a baseline cyber security posture at a fraction of the cost! 
And they will get the experience they need to help protect our companies and country working with you. 

The students in our cyber security pre-apprenticeship internship will be better trained to understand how to 
operate within a cyber security career. This internship will allow for learning as well as an hourly wage or a 
stipend for students via employers, like you, who participate. Under the Lionfish Cyber Security program, students 
must earn 2 CompTIA certificates to be eligible for participation (one certificate must be CompTIA Security +).

Our internship program is focused on compliance and resiliency: This cyber security pre-apprenticeship 
internship is designed to help the student understand compliance and compliance frameworks, which, in 
turn, assists your businesses to comply with regulations and/or become cyber resilient. (Being cyber resilient 
means creating within your organization the ability to anticipate, withstand, recover from, and adapt to 
adverse conditions, stresses, attacks, or compromises.) Participating companies will use our Lionfish Cyber 
Tackle Box, to help students learn and train, maintaining the flow of on-the-job work and study. 

The Lionfish Cyber Tackle Box will guide the internships and your company through the steps designed 
to provide added protection to your company. Your intern can be assigned to go through and secure your 
company on baseline controls/practices suggested by DHS or CISA found in our Cyber Tackle Box. With 
this level of cyber security protection achieved, your company will be in a baseline position, and ready to 
achieve higher levels of cyber resiliency. We will offer you an opportunity to schedule a demo and hear more 
about our pricing tiers for your company.

Help us assist you today!
www.lionfishcybersecurity.com/contact-us 

877-732-6772 or Jeremy@lionfishcybersecurity.com

Get Your Baseline Cyber Security Done  
& Help Your Community!

Cyber crime  
is on the rise! 

The Cost of Cybercrime
• Cybercrime is up 600% due to COVID-19 Pandemic.
• It is estimated that, worldwide, cybercrimes will cost $10.5 trillion annually by 2025.
• The global annual cost of cybercrime is estimated to be $6 trillion per year.
• On average, a malware attack costs a company over $2.5 million (including the time 

needed to resolve the attack).
• Ransomware was 57x more destructive in 2021 than it was in 2015.
• There are 30 million SMBs in the USA and over 66% of all SMBs had at least 1 

incident between 2018 and 2020.
• The average cost of a data breach to a small business can range from $120,000 to 

$1.24 million.


